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INFORMATION ABOUT THE USE OF THIS WIRELESS DEVICE (Radio LAN)

This equipment complies with the essential requirements and other principles according to 1999/5/CE
Directive.
As per art. 6.3 of D.Lgs. 9.5.01 n. 269 we inform that the use of this device is regulated by:
- D.Lgs 1.8.2003, n.259, art.104 (activities subject to general authorization) and art.105 (free use) for
private use.
- D.M. 28/5/03 for the public supply of R-LAN access to the networks and telecommunication services.

REGULATORY DOMAIN SETTING (usable channels)

The products are supplied with the setting of Regulatory Domain for the European Community (ETSI). The
Regulatory Domain defines which channels can be used in that specific local context (country or list of
countries).

For the devices that allow the modification of such a setting, the user must make sure of not to break the
limitations on the use of channels (and relative powers) applicable in the country.

DECLARATION CE OF CONFORMITY

We, Digicom S.p.A., with registered office at Cardano al Campo (VA - Italy) - Via Volta 39, declare under our
sole responsibility, that the products named 3G Router AM11 to which this declaration refers to, satisfy the
essential requirements of following Directive:

- 1999/5/CE 9th March 1999, R&TTE (concerning radio equipment and telecommunication terminal
equipment and the acknowledgment of their conformity) Law Decree 9th May 2001, n.269, (G.U. n. 156 of 7-
7-2001).

As indicated in conformity with the requirements of following Reference Standards or of other regulations
documents:

EN 301 489-1 EN 301 489-17 EN 301 489-7 EN 301 489-24
EN 301 908-1 EN 50385 EN 301 511 EN 300 328 EN 60950-1
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1.0 Introduction

Congratulations on your purchase of this outstanding 3G Router 11 AM. The device is a
HSPA router with built-in HSUPA embedded module. It supports NAT, routing, firewall, VPN
pass-through, auto-3G-dial-up backup connection, DHCP server, and so on. And is easy to
configure and operate even for non-technical users. Instructions for installing and configuring
this product can be found in this manual. Before you install and use this product, please read
this manual carefully for fully exploiting the functions of this product.

1.1 Package List

items Description Quantity

1 WiFi Mobile Broadband 1
Gateway

2 Power adapter 12V 2A 1

3 CD 1




1.2 Hardware Installation

Hardware configuration

Antenna

USIM/SIM Slot

Power Switch RJ-11 Port *

NN .0 "

\

Auto MDI/MDIX RJ-45 Ports

Automatically sense the types of WAN Power adapter
and LAN when connecting to Ethernet

Receptor for

* Not Supported on 3G Router 1 1AM




Reset WAN LANI~LAN4 WLAN(WPS)
Button LED LEDs LED

S

3G Signal Strength Status 2G/2.5G 3G/3.5G SMS
LED LED LED LED LEDs
LED indicators
LED status Description
Status Green in flash Device status is working.
: Disconnected.
Red in flash No SIM card / signal or unverified PIN code
Amber in flash Connecting.
Red Connected.
Signal strength in level one (weak)

Red in quick flash Roaming alert, and 3G signal is weak

3G Signal

Strength LED | Amber Connected.

Signal strength in level two or three (middle)

Amber in quick flash | Roaming alert, and 3G signal is middle

Connected.

Green Signal strength in level four or five (strong)

Green in quick flash | Roaming alert, and 3G signal is strong




EDGE or GPRS connection is established
Green
2G/2.5G LED
Green in flash Data packet transferred via 2G/2.5G
UMTS/HSDPA/HSUPA connection is
3G/3.5G LED Green established
Green in flash Data packet transferred via 3G/3.5G
SMS LED Green SMS storage is full
Green in flash There is any unread SMS in the storage
WAN LED Green RJ45 cable is plugged
Green in flash Data access
Green RJ45 cable is plugged
LAN LED
Green in flash Data access
Green WLAN is on
WiFi LED Green in flash Data access
Green in fast flash Device is in WPS PBC mode

How to operate

Step 1. Attach the antenna.

1.1. Remove the antenna from its plastic
wrapper.

1.2. Screw the antenna in a clockwise
direction to the back panel of the unit.
1.3. Once secured, position the antenna
upward at its connecting joint. This will
ensure optimal reception.

1.4. And rip the “USIM/SIM & PWR” sign
label from “Pull” tag.

1.Turn off the Power Switch
A first.
2.DO NOT connect WiFi HSPA
IAD to power before

performing the installation
steps below.

Step 2. Insert SIM/USIM to IAD.

NOTE:

2.1. The WiFi HSPA IAD builds in a
HSUPA 3G modem card. Please refer to
your service provider for detailed feature
information.

2.2. A 3G SIM/USIM Card with services is
MUST, the Data service and the Voice
service.
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Step 3. Insert the RJ11 cable for a
Phone:

.You can make and receive 3G phone
calls by a RJ-11 Phone.

* RJ-11 Port is not supported on 3G Router
11AM.

Step 4 Insert the Ethernet cable into
LAN Port:

Insert the Ethernet patch cable into LAN
port on the back panel of the WiFi HSPA
IAD, and an available Ethernet port on the
network adapter in the computer you will
use to configure the unit.

Step 5 Insert the Ethernet patch cable
into Wired WAN port:

Insert the Ethernet patch cable into Wired
WAN port on the back panel of the WiFi
HSPA IAD.

NOTE: The step does not need if you
select the 3G Wireless WAN.

Step 6. Power on the IAD:

6.1. Connect the power adapter to the
receptor on the back panel of your WiFi
HSPA IAD.

6.2. Then plug the other end of the power
adapter into a wall outlet or power strip.
6.3. Turn on the Power Switch.

wewww .. 0«0



Step 7. Complete the setup.

7.1. All LEDs will transient illumination to
indicate power has been applied.

7.2. And then LEDs will flash ON and OFF
as the Wifi HSPA IAD performs
initialization and Internet connection
processes. This will take a few minutes.
7.3. When complete, the Status LED will
flash.




2.0 Configuration

2.1 Wizard

Type in the IP Address
(http://192.168.123.254)

Type password, the default is WiFi HSPAIAD (R0.03a1)
“admin" and Cllck ‘logln, bUttOn USER's MAIN MENU ‘il Status
System Password : | (default: admin) [Login |
Select your language. VAFIHSPAIAD {R0.0331)
A s S wand Uil tdvarces
Eawy

Press “Wizard” for basic VIFI HSPA IAD (R0.03a1) Engen -
settings with simple way. B TRATGR S AR M 3 sons 7 s i aoaec + Logon



Press “Next” to start wizard.

wizard
Step 1:

Set up your system password.

Step 2:
Select Time Zone.

Bankc

i

* Step 1. Sep Loght Masswand
* Sp 7. Seap Time Zone

+ Swp X WEN Sebap

+ Stop 4. Wrelase Sebap

+ Sap & Summary

+ Swp 6 Fineh

[T 58 | [ SIA0 > Passwoid ¥ Tims  LANIWAN » WIrdluss > Surmaty > #iaisd! | @

{ |_g~,.,_| | Start » PASSWOIE > Tirw > LANIWAN = ¥Wiialess » Surmmary » Pnisit | g-mg_

| 5 Selep Wiised - Selsp arw Zoew e

(CMT+08.00) Taion! -

——

| | SEar * Password = [ime > LANIWAN » Viraless » Summary * fmish! | m




Step 3:
Select Wan Type.

Auto Detecting or
Setup Manually.

Setup the LAN IP and WAN
Type.

Step 4:

Please fill in 3G service
information which is provided by
your ISP.

- wmmmln U.Xﬂl‘
|

® st Detsctng Wak Tige

0 ek WEN Type Marudly
(] | Stant > Pasawoia » T > LAMWAN > Wakhas > Ssmmary = fineale | |

- mmm-mwla [DJTI
+ AN P AzEnes 192166123254
+ WA e Wiehss W -
» WAN Tios £

[asBagas] 1 Smart > Passworo > Tene > LANWAN > Wiraless > Summary > Finian! |

=@ :-u:vnnm 3G
+ Dalug Frose
+ PN Code

* A Deecsar © Wl
lapterd)

-

[ Start > Paswancs > Tume > LANIWAN > Wirsines

» Summnry > Fin

sh!

1

P T




Step 5:
Set up your Wireless.

Set up your Authentication and
Encryption.

Step 6:
Then click Apply Setting.

And then the device will reboot.

WFiHSPAIAD (R0.03a1) ngun ~
= 2“'\""“.2 llm!
* Wrslexs Modsle @ Daabbe 7 Dtnatle
o Mok 10530} Setact
" Chanow ST
B ) | Stan > Pasaword > Time » LANGWAN » Witeless > Summary » faisa: |

» ASTROCACO s -
» Erengpteon WP -
 VEP Ky 1 WEX v 1724507890
O Wer Keg2 HEC v 1233567530
© WEP Kayd HEX v 1esem
) WEF Kiy4 HEC v 1234507890

| 1E | | Stare > Pasaword > Time » LANTWAM » Wirelass » Suremary > FinisM |

WIFIHSPAIAD (RO0341) Eectah +

= mmm [ﬂ
Please confirm the information below
(WM S |
VAN Typa %
Apy saret
P oo -
Céyed MaTher Rl
Urncaare ouast
Pascrwoed e
[Weekens Settag )
Wiass Esath
550 LT
Cramel 1"
Auttercation fads (CpenSrand)
Encrypton wes
WEP Ky 123456759
17 D yow wenk 50 process B ratwarh eabeg?
m £ Start > Pasewars > Time > LANIWAN > Wireless > Summary > Fuish! | m




Step 7:
Click Finish to complete it.

Configuration is Completed.

P25 E CHOCFIrkn” 1 1300 S8 5300

[TF833 ] | 31> Password > Tane > LANVAR > Wireloss > Summary > Einighl | m




2.2 Advanced Setting
2.2.1 Basic Setting

WiFi HSPAIAD (R0.03a1)

English ~

~ ADMINISTRATOR's MAIN MENU 4l_Status

NY wizard A1 Advanced

» Logout

i\\’; BASIC SETTING ‘E})_) FORWARDING RULES | £

SECURITY SETTING | ) ADVANCED SETTING | £ Voice  [5] sMS {i& TOOLBOX

* Network Setup w Basic Setting

« DHCP Server

+ Change Password

o Wireless

- Allow v

* Wireless e Network Setup
- Configure LAN IP, and select WAN type.

o DHCP Server
- The settings include Host IP, Subnet Mask, Gateway, DNS, and WINS configurations.

- Wireless settings allow you to configure the wireless configuration items.

¢ Change Password

ou to change system password.

1. Network Setup

WiFi HSPAIAD (R0.03a1)

English ~

-, ADMINISTRATOR's MAIN MENU A Status

N wizard a1 Advanced

» Logout

i\; BASIC SETTING 8, FORWARDING RULES | §5)

SECURITY SETTING (Y] ADVANCED SETTING | £ Voice [] sms \& TOOLBOX

+ Network Setup “ LAN Setup
» DHCP Server Item Setting
* Wireless » LAN IP Address 192.168.123.254
« Change Password s bRt MasK 255.255.255.0
W Internet Setup [HELP]
» WAN Interface Ethernet WAN v
Wireless WAN
b waN Type -
1. LAP IP Address: the local IP address of this device. The computers on your

network must use the LAN IP address of your product as their Default Gateway. You

can change it if necessary.

2. Subnet Mask: insert 255.255.255.0

3. WAN Interface: Select Ethernet WAN or Wireless WAN to continue.

b WAN Typs

Static |7 Addrazs

» Activate WWAN for Auto-Failover ||eop ouer Ethernet

b WAN P Agarezs

Static IP Address

Dynamic IP

PPTP
L2TP
—T1

4. WAN Type: WAN connection type of your ISP. You can click WAN Type Combo

button to choose a correct one from the following options:




A. Static IP Address:

» LANIP Atdress
» Subnetvase
~ Intarnet HELP
» VAN Intetace |Etnemet WaN v |
» VAN Tyoe Stabc P Address
» Acttate WWAN for Autdo-Failover Bl Enabls
Remote Hog1%r kaeD ave:
¥ ViaN 1P Address :]
» WeN SuonetMask 1
¥ VieN Gateway » i
+ im0 —
» Secendary DNS :
¥ NAT disable [71 Enadle

WAN IP Address, Subnet Mask, Gateway, Primary and Secondary DNS: enter the proper

setting provided by your ISP.




B. Dynamic IP Address:

! WiFi HSPA IAD [R00331) English w
i ADIHISTRATOR'S MAIN MENY Al_staws ¥ vizard 1 advances eS80,
':-' BASIC SETTING ) FORWARDING RULES = €55 SECURITY SETTING \(f ADVANCED SETTING [' voice [ sMms '.:,_ 1O0LBOX

" 3 |
Kerwork Setup LAN Setup
DHCP Server tem Satting
Wirciess » LAN IP Addrass 192 168 122 264
Change Password » SubnetMask 265,055 2550
Internet Setup {HELP )
v WAN Intetacs Elhamel WAN v
» WAN Type CyramicIP Addrass v

1 Enable
¢ Adivale WWAN for Auto-Failover
Remats Hestfor keap alive:

¢ Host Nams {opbonal

v ISP reqictared MAC Address | Clone |

» Connedicn Cealrol Connact-on-Demanc v

» NAT cisaole V:7:!:JL o V
(Save] (Undo]

1. Active WWAN for Auto-Failover: The WAN type will be change to wireless-WAN
automatically, if the wired-WAN is defunct.
2. Host Name: optional, required by some ISPs, for example, @Home.
ISP register MAC address: You can change the WAN port MAC address, it is your ISP
assigned to you.
4. Connection Control: There are 3 modes to select:
Connect-on-demand: The device will link up with ISP when the clients send
outgoing packets.
Auto Reconnect (Always-on): The device will link with ISP until the
connection is established.
Manually: The device will not make the link until someone clicks the

connect-button in the Status-page.

5. NAT disable: the option bridges data form WAN port to LAN port.



C. PPP over Ethernet

— ADMINISTRATOR's MAIN MENU

WiFi HSPAIAD (R0.03a1)

Al _Status

N7 wizard

Ca1 Advanced

English ~

» Logout

i::}BASIC SETTING «;?} FORWARDING RULES | §52 SECURITY SETTING ‘ﬁj ADVANCED SETTING | £ Voice | [ sMs \_':ilﬁ', TOOLBOX
Network Setup LAN Setup
DHCP Server Item Setting
Wireless » LAN IP Address 192.168.123.254
Change Password siSibRet Mask 255 255 255.0
< Internet Setup [HELP]
» WAN Interface Ethernet WAN
» WAN Type PPP over Ethemnet | v
Enable
 Activate WIAN Tor Auto-Failover Remote Host for keep alive
» PPPOE Account
» PPPoE Password essee
» Primary DNS
» Secondary DNS
» Connection Control Connect-on-Demand v
» Maximum Idle Time 600 seconds
» PPPoE Service Name (optional)
» Assigned IP Address (optional)
» MTU 0 (0 is auto)
» NAT disable Enable

1. Active WWAN for Auto-Failover: The WAN type will be change to wireless-WAN

automatically, if the wired-WAN is defunct.

2. PPPoE Account and Password: the account and password your ISP assigned to you.

For security, this field appears blank. If you don't want to change the password, leave

it empty.
3. Primary DNS/

Secondary DNS: This feature allows you

Primary/Secondary DNS Server, contact to your ISP to get it.

4. Connection Control: There are 3 modes to select:

to assign a

Connect-on-demand: The device will link up with ISP when the clients send
outgoing packets.

Auto Reconnect (Always-on): The device will link with ISP until the connection is
established.

link until someone clicks the

Manually: The device will not make the

connect-button in the Status-page.

5. Maximum Idle Time: the amount of time of inactivity before disconnecting your PPPoE

session. Set it to zero or enable “Auto-reconnect” to disable this feature.

6. PPPoE Service Name: optional. Input the service name if your ISP requires it.



Otherwise, leave it blank.

Assigned IP address: Optional, Input the IP address you want. Usually, leave it blank.

8. Maximum Transmission Unit (MTU): Most ISP offers MTU value to users. The default
MTU value is 0(auto).
9. NAT disable: the option bridges data form WAN port to LAN port

D. PPTP

—,_ADMINISTRATOR's MAIN MENU

WiFi HSPAIAD (RO0.03a1)

Jil Status

N? wizard

a1 Advanced

English

» Logout

Network Setup
DHCP Server
Wireless

Change Password

i; BASIC SETTING | <%, FORWARDING RULES = €3 SECURITY SETTING ([} ADVANCED SETTING £ Voice

B sms \‘Eé_;. TOOLBOX

J LAN Setup
Item Setting
» LAN IP Address 192.168.123.254
» Subnet Mask 255.255.255.0
Internet Setup [HELP]
» WAN Interface Ethernet WAN +
» WAN Type PPTP >
| Enable
S R RO A Remote Host for keep alive:
» IP Mode Dynamic IP Address
» My IP Address
» My Subnet Mask
» Gateway IP
» Server IP Address/Name
» PPTP Account
» PPTP Password escee
» Connection ID (optional)
» Maximum Idle Time 600 seconds
» Connection Control Connect-on-Demand v
» MTU 0 (0is auto)

First, please check your ISP assigned and select the IP Mode - Static IP Address or

Dynamic IP Address. For example: Use Static, the private IP address, subnet mask and

Gateway are your ISP assigned to you.
1. Active WWAN for Auto-Failover: The WAN type will be change to wireless-WAN

automatically, if the wired-WAN is defunct.
2. My IP Address, My Subnet Mask and WAN Gateway IP: the private IP address,

subnet mask and Gateway IP your ISP assigned to you.
Server IP Address/Name: the IP address or URL of the PPTP server.

PPTP Account and Password: the account and password your ISP assigned to you. If

you don't want to change the password, keep it empty.

5. Connection ID: optional. Input the connection ID if your ISP requires it.




6. Maximum Idle Time: the time of no activity to disconnect your PPTP session. Set it to
zero or enable “Auto-reconnect” to disable this feature. If Auto-reconnect is enabled,
this product will connect with ISP automatically, after system is restarted or connection
is dropped.

Connection Control: There are 3 modes to select:

Connect-on-demand: The device will link up with ISP when the clients send outgoing
packets.

Auto Reconnect (Always-on): The device will link with ISP until the connection is
established.

Manually: The device will not make the link until someone clicks the

connect-button in the Status-page.

7. Maximum Transmission Unit (MTU): Most ISP offers MTU value to users. The default
MTU value is 0(auto).



E. L2TP

WiFi HSPAIAD (RO0.03a1) English

Network Setup J LAN Setup
DHCP Server Item Setting
Wireless » LAN IP Address 192.168.123.254
Change Password b SibretNIEsK 255.055.255.0
2 Internet Setup [HELP]
» WAN Interface Ethernet WAN ~
» WAN Type L2TP v
Enable
» Activate WWAN for Auto-Failover Remote Host for keep alive:
» IP Mode Dynamic IP Address ~
» IP Address

Subnet Mask

WAN Gateway IP

Server IP Address/Name

L2TP Account

» L2TP Password oesee

» Maximum Idle Time 600 seconds

» Connection Control Connect-on-Demand v
» MTU 0 (0is auto)

v

__ADMINISTRATOR'S MAIN MENU 4l Status ¥ Wizard 11 Advanced » Logout

T'ip BASIC SETTING ), FORWARDING RULES | §5) SECURITY SETTING | 7] ADVANCED SETTING £ Voice | [ sms \’:'_ TOOLBOX

First, please check your ISP assigned and select the IP Mode - Static IP Address or

Dynamic IP Address. For example: Use Static, the private IP address, subnet mask and

Gateway are your ISP assigned to you.

1.

Activate WWAN for Auto-Failover: The WAN type will be change to

wireless- WAN automatically, if the wired-WAN is defunct.

IP Address, Subnet Mask and WAN Gateway IP: the private IP address, subnet
mask and Gateway IP your ISP assigned to you.

Server IP Address/Name: the IP address or URL of the PPTP server.

L2TP Account and Password: the account and password your ISP assigned to you.
If you don't want to change the password, keep it empty.

Maximum Idle Time: the time of no activity to disconnect your L2TP session. Set it
to zero or enable “Auto-reconnect” to disable this feature. If Auto-reconnect is
enabled, this product will connect with ISP automatically, after system is restarted
or connection is dropped.

Connection Control: There are 3 modes to select:

Connect-on-demand: The device will link up with ISP when the clients send

outgoing packets.




Auto Reconnect (Always-on): The device will link with ISP until the connection is

established.
Manually: The device will not make the link until someone clicks the connect-button

in the Status-page.
7. Maximum Transmission Unit (MTU): Most ISP offers MTU value to users. The

default MTU value is O(auto).

Or select Wireless WAN for 3G Setting.

WiFi HSPAIAD (R0.03a1) English ~

— ADMINISTRATOR's MAIN MENU 4 Status N% wizard i1 Advanced > Logout

W} BASIC SETTING | <, FORWARDING RULES | ) SECURITY SETTING | [} ADVANCED SETTING | £ Voice [ sms 1_12.;4 TOOLBOX

+ Network Setup U LAN Setup
+ DHCP Server Item Setting
+ Wireless » LAN IP Address 192.168.123.254
b imalanins » Subnet Mask 255.255.255.0
U Internet Setup [HELP]
» WAN Interface Wireless WAN v
Wireless WAN

» WAN Type Ethernet WAN




F. 3G

WiFiHSPAIAD (R0.03a1)

English ~

-, ADMINISTRATOR's MAIN MENU 4 _Status

N wizard

‘il Advanced

» Logout

WQ) BASIC SETTING <, FORWARDING RULES

§S) SECURITY SETTING

QN ADVANCED SETTING | £ Voice [ sMs \_&4 TOOLBOX

+ Network Setup U LAN Setup
+ DHCP Server Item Setting
* Wireless » LAN IP Address 192.168.123.254
a ki dnainitais » Subnet Mask 255.255.255.0
U Internet Setup [HELP]
» WAN Interface Wireless WAN v
» WAN Type G~
» Dial-Up Profile @ Auto-Detection @ Manual
» Country Taiwan v
» Telecom Chunghwa Telecom ~
» 3G Network WCDMAMHSPA v
» APN internet (optional)
» PIN Code (optional)
» Dialed Number *99#
» Account (optional)
» Password escee (optional)
» Authentication © Auto © PAP © CHAP
» Primary DNS (optional)
» Secondary DNS (optional)
» Prefer Service Mode Auto Mode v

» Connection Control

Auto Reconnect (always-on) v

» Allowed Connection Time

@ Always © By Schedule

» Keep Alive

© Disable

() LCP Echo Request
» Interval seconds
» Max. Failure Time |- times

© Ping Remote Host
» HostIP

» Interval seconds

For 3G WAN Networking. The WAN fields may not be necessary for your connection. The

information on this page will only be used when your service provider requires you to enter a

User Name and Password to connect with the 3G network.

Please refer to your documentation or service provider for additional information.

N

Dial-Up Profile: select auto or manual to continue.

Country: select your country.
Telecom: select your telecom.
3G Network: select the 3G Network.




10.
11.

12.

13.
14.

APN: Enter the APN for your PC card here.(Optional)

Pin Code: Enter the Pin Code for your SIM card(Optional)

Dial-Number: This field should not be altered except when required by your service
provider.

Account: Enter the new User Name for your PC card here, you can contact to your ISP
to get it.

Password: Enter the new Password for your PC card here, you can contact to your
ISP to get it.

Authentication: Choose your authentication.

Primary DNS: This feature allows you to assign a Primary DNS Server, contact to your
ISP to get it.

Secondary DNS: This feature allows you to assign a Secondary DNS Server, you can
contact to your ISP to get it.

Connection Control: select your connection control

Keep Alive: you can diagnose your connection by it.



2. DHCP Server

ADMINIS |RA | OH s MAIN MENL

|

() BASIC SETTING <2, FORWARDING RULES

I
Network Setup
DHCP Server
Wireless

Change Fassword

Press “More>>",

WiFiHSPAIAD (R0.03a1) English +
A_status Y wizard 08 Advancod » Logout_|
IKG RUL =3 SECURITY SETTING 07 ADVAN 1l & Ve SMS  |io, TOOLBOX
|
P Ser [HELP ]
tem Setting
* DHCF Sarver ./ OIsable \*) Enatie
v IF Pool Starting Addrass 100
» IF Pool Ending Addrass 200
Le3sa Time 26400  |=aconds
Doman Nams
EI] Unde || More~> || CientsList. ||  Fixed Mapping

1. DHCP Server: Choose either Disable or Enable

2. Lease Time: DHCP lease time to the DHCP client

3. IP Pool Starting/Ending Address: Whenever there is a request, the DHCP server

will automatically allocate an unused IP address from the IP address pool to the

requesting computer. You must specify the starting / ending address of the IP address

pool

4. Domain Name: Optional, this information will be passed to the client

5. Primary DNS/Secondary DNS: Optional, This feature allows you to assign a DNS

Servers

6. Primary WINS/Secondary WINS: Optional, this feature allows you to assign a WINS

Servers

7. Gateway: Optional, Gateway Address would be the IP address of an alternate

Gateway.

This function enables you to assign another gateway to your PC, when DHCP server

offers an IP to your PC.

Click on “Save” to store your setting or click “Undo” to give up



DHCP Clients List
The list of DHCP clients shows here.

192 168,122,100

mychat-437abib

00-13-49-AA-03-17

Viired

| Detele || Bace || Refiesh || Ficed Mapping |




DHCP Fixed Mapping
The DHCP Server will reserve the special IP for special MAC address, shows below.

s s WIFTHSPRIAD (RUDSET) o m—. ) i ~ )

[HELP]

DHCP clients —selectone — ~ | Copyto |p - ~
o | MAC Address ' 1P Address
1 00:1F:16:8073:67 192.168.123.100

N
o

w
)

IS
)

o
]

o
(]

&
]

)
]

©
&

-
o
(]




3. Wireless Settings

. ADMINISTRATOR's MAIN MENU

Network Setup
DHCP Server
Wireless

Change Password

v
“ll Status

Ti BASIC SETTING ), FORWARDING RULES | §5) SECURITY SETTING ([} ADVANCED SETTING

WiFi HSPAIAD (R0.03a1)

N% wizard a1 Advanced

'/’ Voice
4

English ~
» Logout

O sms | & TOOLBOX

Wireless Setting [HELP]
Item Setting
» Wireless Module 9 Enable () Disable
» Network ID(SSID) default
» SSID Broadcast 9 Enable () Disable
» Channel Bl S
» Wireless Mode B/G/N mixed ~
» Authentication Auto v
» Encryption None v

|save|| Undo || WwDS Setting... |
| wPs Setup... ||

Wireless Client List.. |

Wireless settings allow you to set the wireless configuration items.

1.
2.

Wireless Module: The user can enable or disable wireless function

Network ID(SSID): Network ID is used for identifying the Wireless LAN (WLAN).
Client stations can roam freely over this product and other Access Points that have the
same Network ID. (The factory setting is “default”)

SSID Broadcast: The router will broadcast beacons that have some information,
including ssid so that wireless clients can know how many AP devices by scanning
function in the network. Therefore, this function is disabled; the wireless clients can

not find the device from beacons.

Channel: The radio channel number. The permissible channels depend on the
Regulatory Domain.

The factory setting is channel 11.

Wireless Mode: Choose B/G Mixed, B only, G only, N only, G/N Mixed or B/G/N
mixed. The factory default setting is B/G/N mixed.

Authentication mode: You may select from nine kinds of authentication to secure
your wireless network: Open, Shared, Auto, WPA-PSK, WPA, WPA2-PSK, WPA2,
WPA-PSK/WPA2-PSK, WPA /WPA2.

Open

Open system authentication simply consists of two communications. The first is an
authentication request by the client that contains the station ID (typically the MAC
address). This is followed by an authentication response from the AP/router containing
a success or failure message. An example of when a failure may occur is if the client's

MAC address is explicitly excluded in the AP/router configuration.




Shared

Shared key authentication relies on the fact that both stations taking part in the
authentication process have the same "shared" key or passphrase. The shared key is
manually set on both the client station and the AP/router. Three types of shared key
authentication are available today for home or small office WLAN environments.

Auto

The AP will Select the Open or Shared by the client’s request automatically.

WPA-PSK

Select Encryption and Pre-share Key Mode

If you select HEX, you have to fill in 64 hexadecimal (0, 1, 2...8, 9, A, B...F) digits.
If you select ASCII, the length of pre-share key is from 8 to 63.

Fill in the key, Ex 12345678

WPA

Check Box was used to switch the function of the WPA. When the WPA function is
enabled, the Wireless user must authenticate to this router first to use the Network
service. RADIUS Server IP address or the 802.1X server’s domain-name.

Select Encryption and RADIUS Shared Key

If you select HEX, you have to fill in 64 hexadecimal (0, 1, 2...8, 9, A, B...F) digits

If you select ASCII, the length of pre-share key is from 8 to 63.

Key value shared by the RADIUS server and this router. This key value is consistent

with the key value in the RADIUS server.

WPA-PSK2
WPA-PSK2 user AES and TKIP for Same the encryption, the others are same the
WPA-PSK.

WPA2
WPA2 add uses AES and TKIP for encryption, the others are same the WPA.

WPA-PSK/WPA-PSK2
Another encryption options for WPA-PSK-TKIP and WPA-PSK2-AES, the others are
same the WPA-PSK.

WPA/WPA2
Another encryption options for WPA-TKIP and WPA2-AES, the others are same the
WPA.



WDS(Wireless Distribution System) Setting
WDS operation as defined by the IEEE802.11 standard has been made available. Using WDS

it is possible to wirelessly connect Access Points, and in doing so extend a wired infrastructure

to locations where cabling is not possible or inefficient to implement.
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« Network Setup U \WDS Setting [HELP]
+ DHCP Server Mem Setling
¢ Whreless » Wireless Sndgng O Enzdle © Disadle

+ Change Password

Remote AP MAC 1
Ramote AP MAC 2
Ramote AP AT 3
Ramote AP MAC 4

Cnenyption type Mons v |

Save | Undo | Dacx]

WPS (Wi-Fi Protection Setup)
WPS is Wi-Fi Protection Setup which is similar to WCN-NET and offers safe and easy way in

Wireless Connection.
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¢+ Config Method Push Button
» WPS stetus NOUSED
| Save | Trigger || Cancel |

Wireless Client List

The list of wireless client is shows here.






4. Change Password
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i » New Password
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You can change Password here. We strongly recommend you to change the system

password for security reason.

Click on “Save” to store your setting or “Undo” to give up




2.2.2 Forwarding Rules
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This product's NAT firewall filters out unrecognized packets to protect your Intranet, so all
hosts behind this product are invisible to the outside world. If you wish, you can make some of
them accessible by enabling the Virtual Server Mapping.

A virtual server is defined as a Service Port, and all requests to this port will be redirected to
the computer specified by the Server IP. Virtual Server can work with Scheduling Rules,
and give user more flexibility on Access control. For Detail, please refer to Scheduling Rule.




For example, if you have an FTP server (port 21) at 192.168.123.1, a Web server (port 80) at
192.168.123.2, and a VPN server at 192.168.123.6, then you need to specify the following

virtual server mapping table:

Click on “Save” to store your setting or “Undo” to give up

Special AP
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Service Port Server IP Enable
21 192.168.12 V
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80 192.168.12 vV
3.2
1723 192.168.12 V
3.6
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Some applications require multiple connections, like Internet games, Video conferencing,

Internet telephony, etc. Because of the firewall function, these applications cannot work with a

pure NAT router. The Special Applications feature allows some of these applications to work

with this product. If the mechanism of Special Applications fails to make an application work,

try setting your computer as the DMZ host instead.

1. Trigger: the outbound port number issued by the application.

2. Incoming Ports: when the trigger packet is detected, the inbound packets sent to the

specified port numbers are allowed to pass through the firewall.

This product provides some predefined settings.

Select your application and Click “Copy to” to add the predefined setting to your list.




Click on “Save” to store your setting or” Undo” to give up

Miscellaneous
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1. IP Address of DMZ Host
DMZ (Demilitarized Zone) Host is a host without the protection of firewall. It allows a
computer to be exposed to unrestricted 2-way communication for Internet games,

Video conferencing, Internet telephony and other special applications.

2. UPnP Setting
The device also supports this function. If the OS supports this function enable it, like

Windows XP. When the user gets IP from Device and will see icon as below:

Click on “Save” to store your setting or “Undo” to give up



2.2.3 Security Setting

« Packel Filters
- Allows you o controt access to a network by enaiaing the incoming and outgoing packets
and letting hem pass o halting tham based on tha IP addrass of the sourca and destinahon.

« Domain Filtess
~Letyou pravan: users under this cavce rom ecoessing speciiic URLS.

« URL Blocking
-URL Biacking will block LAN compulers ta conned lo pra-defined websites.

* MAC Address Control
-MAC Aodress Conltrol aliows you 10 3ssign Gfarent access rghtfor darent users.

* Misceffanaous
- Remote Adminstialor Hesl In general, anly Intranet uger can browse the buill-in web pages
10 perform &dministration task. This feature anabias you 1o pedom adminlsyaion task rom
remoese hast
- Adminigrgtor Time-out The amount of ime of inactvity before e device will automaticaly
cosa the AdmInistrator 5ession. Setthis to 2en0 10 disable 1
- Digcard PING from WAN side. When his fealure is ensbled, hosts on the WAN cannol ping
e Davice.




Packet Filters
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Packet Filter includes both outbound filter and inbound filter. And they have same way to
setting.

Packet Filter enables you to control what packets are allowed to pass the router. Outbound
filter applies on all outbound packets. However, inbound filter applies on packets that destined

to Virtual Servers or DMZ host only. You can select one of the two filtering policies:

1. Allow all to pass except those match the specified rules

2. Deny all to pass except those match the specified rules

You can specify 8 rules for each direction: inbound or outbound. For each rule, you can define

the following:

* Source IP address

* Source port

* Destination IP address

¢ Destination port

* Protocol: TCP or UDP or both.
* Use Rule#

For source or destination IP address, you can define a single IP address (4.3.2.1) or a range of
IP addresses (4.3.2.1-4.3.2.254). An empty implies all IP addresses.



For source or destination port, you can define a single port (80) or a range of ports
(1000-1999). Add prefix "T" or "U" to specify TCP or UDP protocol. For example, T80, U53,
U2000-2999, No prefix indicates both TCP and UDP are defined. An empty implies all port
addresses. Packet Filter can work with Scheduling Rules, and give user more flexibility on
Access control. For Detail, please refer to Scheduling Rule.

Each rule can be enabled or disabled individually.

Click on “Save” to store your setting or “Undo” to give up



Domain Filters
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1. Domain Filter

Let you prevent users under this device from accessing specific URLs.

2. Domain Filter Enable
Check if you want to enable Domain Filter.

3. Log DNS Query

Check if you want to log the action when someone accesses the specific URLs.

4. Privilege IP Address Range

Setting a group of hosts and privilege these hosts to access network without

restriction.
5. Domain Suffix

A suffix of URL can be restricted, for example, ".com", "xxx.com".

6. Action

When someone is accessing the URL met the domain-suffix, what kind of action you

want.

Check drop to block the access. Check “log” to log these access.

7. Enable
Check to enable each rule.

Click on “Save” to store your setting or “Undo” to give up



URL Blocking
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URL Blocking will block LAN computers to connect with pre-define Websites. The major
difference between “Domain filter” and “URL Blocking” is Domain filter require user to input
suffix (like .com or .org, etc), while URL Blocking require user to input a keyword only. In other
words, Domain filter can block specific website, while URL Blocking can block hundreds of

websites by simply a keyword.

1. URL Blocking Enable
Check if you want to enable URL Blocking.

2. URL
If any part of the Website's URL matches the pre-defined word, the connection will be
blocked.
For example, you can use pre-defined word "sex" to block all websites if their URLs
contain pre-defined word "sex".

3. Enable

Check to enable each rule.

Click on “Save” to store your setting or “Undo” to give up




MAC Control
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MAC Address Control allows you to assign different access right for different users and to

assign a specific IP address to a certain MAC address.

MAC Address Control
Check “Enable” to enable the “MAC Address Control”. All of the settings in this page
will take effect only when “Enable” is checked.

Connection control

Check "Connection control" to enable the controlling of which wired and wireless
clients can connect with this device. If a client is denied to connect with this device, it
means the client can't access to the Internet either. Choose "allow" or "deny" to allow
or deny the clients, whose MAC addresses are not in the "Control table" (please see

below), to connect with this device.

Association control

Check "Association control" to enable the controlling of which wireless client can
associate to the wireless LAN. If a client is denied to associate to the wireless LAN, it
means the client can't send or receive any data via this device. Choose "allow" or
"deny" to allow or deny the clients, whose MAC addresses are not in the "Control

table", to associate to the wireless LAN

Click “Save” to store your setting or “Undo” to give up




Miscellaneous
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1. Administrator Time-out
The time of no activity to logout automatically, you may set it to zero to disable this
feature.

2. Remote Administrator Host/Port

In general, only Intranet user can browse the built-in web pages to perform
administration task. This feature enables you to perform administration task from
remote host. If this feature is enabled, only the specified IP address can perform
remote administration. If the specified IP address is 0.0.0.0, any host can connect with
this product to perform administration task. You can use subnet mask bits "/nn"
notation to specified a group of trusted IP addresses for example, "10.1.2.0/24".

NOTE: When Remote Administration is enabled, the web server port will be shifted to

80. You can change web server port to other port, too.

3. Discard PING from WAN side

When this feature is enabled, any host on the WAN cannot ping this product.

4. DoS Attack Detection

When this feature is enabled, the router will detect and log the DoS attack comes from
the

Internet. Currently, the router can detect the following DoS attack: SYN Attack,
WinNuke,

Port Scan, Ping of Death, Land Attack etc.

Click on “Save” to store your setting or” Undo” to give up



2.2.4 Advanced Settings

» System Log
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System Log
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This page support two methods to export system logs to specific destination by means of
syslog (UDP) and SMTP(TCP). The items you have to setup including:

IP Address for Sys log

Host IP of destination where sys log will be sent to.

Check Enable to enable this function.

Setting of E-mail Alert

Check if you want to enable Email alert (send syslog via email).

SMTP Server IP and Port

Input the SMTP server IP and port, which are connected with ":". If you do not specify port
number, the default value is 25.

For example, "mail.your_url.com" or "192.168.1.100:26".

SMTP Username and Password

Input a user account and password for the SMTP server.

E-mail address

The recipients who will receive these logs, you can assign more than 1 recipient, using ';' o

to separate these email addresses.

E-mail Subject

The subject of email alert, this setting is optional.
View Log...

Reference the section Toolbox/System Info.

Click on “Save” to store your setting or “Undo” to give up




Dynamic DNS
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To host your server on a changing IP address, you have to use dynamic domain name service
(DDNS).

So that anyone wishing to reach your host only needs to know the name of it. Dynamic DNS
will map the name of your host to your current IP address, which changes each time you
connect your Internet service provider.

Before you enable Dynamic DNS, you need to register an account on one of these Dynamic
DNS servers that we list in provider field.

To enable Dynamic DNS click the check box next to Enable in the DDNS field.

Next you can enter the appropriate information about your Dynamic DNS Server.

You have to define:

Provider

Host Name

Username/E-mail

Password/Key

You will get this information when you register an account on a Dynamic DNS server.

Click on “Save” to store your setting or “Undo” to give up




QOS
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Provide different priority to different users or data flows, or guarantee a certain level of performance.
Enable

This Item enables QoS function or not.

Bandwidth of Upstream

Set the limitation of upstream speed.

Local: IP

Define the Local IP address of packets here.

Local: Ports

Define the Local port of the packets in this field.

Remote: IP

Define the Remote IP address of packets here.

Remote: Ports

Define the Remote port of the packets in this field.

QoS Priority

This defines the priority level of the current Policy Configuration. Packets associated with this
policy will be serviced based upon the priority level set. For critical applications High or Normal
levels are recommended. For non-critical applications select a Low level.

User Rule#

The QoS item can work with Scheduling Rule number#. Please reference the section
Advanced setting/schedule Rule.

Click on “Save” to store your setting or “Undo” to give up



SNMP
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In brief, SNMP, the Simple Network Management Protocol, is a protocol designed to give a
user the capability to remotely manage a computer network by polling and setting terminal
values and monitoring network events.

Enable SNMP

You must check Local, Remote or both to enable SNMP function. If Local is checked, this
device will response request from LAN. If Remote is checked, this device will response
request from WAN.

Get Community

Setting the community of GetRequest your device will response.

Set Community

Setting the community of SetRequest your device will accept.

IP1,IP2,IP3,IP 4

Input your SNMP Management PC’s IP here. User has to configure to where this device
should send SNMP Trap message.

SNMP Version

Please select proper SNMP Version that your SNMP Management software supports.
WAN Access IP Address

If the user wants to limit to specific the IP address to access, please input in the item. The
default 0.0.0.0 and means every IP of Internet can get some information of device with SNMP

protocol.

Click on “Save” to store your setting or “Undo” to give up.



Routing

- sasic ssTTwe. 2

Status
System Log
Dynamic DNS
Cos

SHMIP
Routing
System Time

Scheduling

Routing Tables

ADMINISTRATOR s MAIN MENU

WIFIHSPAIAD (R0.03a1) Engish
A Stalus VY Wizard S0 Advanced » Logout 7.
FORWARDING RULES €52 SFCURITY SETTING | {77) ADVANCED SETTING £~ Voice | (s TOOLEOK
Routing Table HELP)
Item Setting
¢+ Dynamic Routing & Disable O RIPYI O RIPY?
¢+ Skt Routing & Dizable O Enable
] Destination Subnet Mask Galewasy Enabile
' | O
O
!
(|
4 (|
5 I
> [l
2 ]
g (]
B

Allow you to determine which physical interface address to use for outgoing IP data grams. If

you have more than one routers and subnets, you will need to enable routing table to allow

packets to find proper routing path and allow different subnets to communicate with each

other.

Routing Table settings are settings used to setup the functions of static and dynamic routing.

Dynamic Routing

Routing Information Protocol (RIP) will exchange information about destinations for computing

routes throughout the network. Please select RIPv2 only if you have different subnet in your

network. Otherwise, please select RIPv1 if you need this protocol.

Static Routing

For static routing, you can specify up to 8 routing rules. You can enter the destination IP

address, subnet mask, gateway, hop for each routing rule, and then enable or disable the rule

by checking or un-checking the Enable checkbox.

Click on “Save” to store your setting or “Undo” to give up.



System Time

English }

WiFiHSPA IAD (R0.03a1)

__ADMINISTRATOR'S MAIK MENU 4 _status N? wizard 11 advanced \ Logout_|
|

r’ BASIC SLITING | S, FORWARDING RULLS {2 SECURITY SEITING ‘{‘;] ADVANCED SEITING ¢ voice [ sms ‘._‘i‘p 100LBOX |

+ Status System Time [ HELP

+ System Log Item Satting

Dynamic DNS » Tima Zons * Nol yel configured! The defaultis GNT+00.00 v

* QoS v Suale-Synchronizahon |¥] Enanle

. SHMP Time Server (RFC-258) Auto v

+ Houting _Sie_? [Unde |

System Lime

+ Scheduling

Time Zone

Syncwilh Time Server J

Sync with my FC (undshnad November 26, 2008 22:18:43)

Select a time zone where this device locates.

Auto-Synchronization

Select the “Enable” item to enable this function.

Time Server

Select a NTP time server to consult UTC time

Sync with Time Server

Select if you want to set Date and Time by NTP Protocol.

Sync with my PC

Select if you want to set Date and Time using PC’s Date and Time

Click on “Save” to store your setting or “Undo” to give up.



Scheduling

~ ADMIHISTRATOR'S MAIN MENU
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« Satuz

* System Log
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* QoS

« SumP

L Schedule Rule

[

HELP }
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[ Enabie
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Neot > |[ Save ||

A Mew Rule

]

You can set the schedule time to decide which service will be turned on or off.

Select the “Enable” item. Press “Add New Rule” You can write a rule name and set which day

and what time to schedule from “Start Time” to “End Time”. The following example configure

“ftp time” as everyday 14:10 to 16:20



» Name of Rule 1

+ Palicy Inactivate + eqcepl he seleded dipe and hours below
1 | - echoosa one - | ==

2 | choosa oo — ] ]

3 ~ chaasia one

Click on “Save” to store your setting.



2.2.6 SMS

WiFiHSPAIAD (R0.03a1) English v | 1
. X 2 e

|
{

— = ooy - 4 1,
| (W) Basic TG F, FORWARDNGRULES &5 SECURITY seTTnG ) ADVANCED SETTING ¢~ voice () sMS 1igy roomoxJ

» Create Message J SMs

* Inbox
« Create Message

- &llow you to craate and Senc new SM3S massags.

* Inbox
- Allow you to ragd new SMS message, and delete/forward existad massage.

Create Message

WIFIHSPAIAD (R0.03a1) Enghsh v |

-

(0 sasic stinme | <2, roRvwARONG RULLS | €5 stcuRiny series | () ADvancto SLITMG | ¢ Voce | (] sms 133 100LBoK
| ) | | >

+ Create Measage < Create Massage

+ Inbox ttem Satting

¥ Temmessage :

|
Current input textlength: 0.
The max. length of a massage is 160 characters for pure alphabetcal or numenc,

» Recaher:

Add "+ for internatonal format of the phooe number.

= Cancel

You can create a new SMS message on this page. After finishing content of message,
and filling with phone number of receiver(s), pressing send button to send this
message out. You can see “Send OK” if the new message has been sent successfully.



Inbox

Da Datae Ora Testo

SMS Ricevuti(0) ;SMS Nuovi(0) ;Capacita Totale(50)

Aggiorna

You can read, delete, reply, and forward messages. Just click on one from the SMS
lists, then you can view the whole content of it in the SMS window below.

Refresh:
You can press “Refresh” button to renew SMS lists.

Delete, Reply, Forward Messages:
After reading message, you can check the checkbox on the left of each message to
delete, reply, or forward this message.



2.2.7 Tool Box

View Log
-View the system logs.

» Firmware Upgrade
- Prompttha administrator for 3 *4a and upgrads o this demce.

* Backup Setting
- Sawe the sethngs ol this devioz 1o a file

+ Reset fo Defisult
- Reset the semngs of this cavce 10 the defaull values.

+ Reboot
- Reboot this devica.

* Miscellanacus
- MAC Addrass tor Wake-on-LAN: L&t you 10 powsr up another network device remotaly,
- Domain Name or IP address for Ping Test Allow you le canfgure an IP, and ping the device.
You can ping a sedficIP to test whether itis alie.




System Info

» VAN Type kI3
+ Displayfime Th, 26 Now 2003 14:37:22 +0000
<] ﬁmﬁ

Mo 26 143200 karnal: klogd stared: BusyBaxv1.3 2 (2009-11-0% 20:12:35 C81)
Nov 25 122301 03GMalpiug 3G medem VenderlD=0408 ProductiD=ealds

MNow 26 14:33.02 udhcpe(1438] uohcpd (v0.9.8-pre) staned

MNow 26 1233.02 udhcpe(1438] Unable Lo npen Msruniudhepd leases foe reading
Nowv 25 14:33:.02 commander. 3G phone supponead

Mo 26 143302 mit Stating pid 1472, console JdewityS 1 hinfash’

Nov 25 142302 commander. STOP WANTYPE 16

Mo 26 14:33:10 udhcpo[1440) sencng UFFER of 192 163,123 400

New 25 142210 udhcpef1440) sendne ACK le 192.158.122.100

MNov 26 14:33:11 03GR2g_notwya: 3G Notity Servar stated

Now 26 1£.33.12 commander. START WANTYPE 26

N 25 14:33:15 pppdi1745) popd 2 4.4 stated by root UIc 0

“rrevors [Ned== |[ FistPage |[ LastFaps
Rafresh Download Cleariogs

You can view the System Information and System log, and download/clear the System log, in

this page.



Firmware Upgrade

WiFi HSPAIAD (R0.03a1)

English v

i ADMINISTRATOR's MAIN MENU N wizard

il Advanced

{5 sasic seTTng | <3 FORWARDING RULES

> Logout |

+ Reset to Default

+ Reboot

+ Miscellaneous

=) SECURITY SETTING C@ ADVANCED SETTING | £ Voice SMS \',2-,, TOOLBOX
+ System Info W Firmware Upgrade
« Firmware Upgrade Firmware Filename
+ Backup Setting EE.

Current firmware version is R0.03a1.

Note! Do notinterrupt the process or power off the unit when itis being upgraded.

When the process is done successfully, the unit will be restarted automatically.

[] Accept unofficial firmware.

You can upgrade firmware by clicking “Upgrade” button.

Backup Setting

WiFi HSPAIAD (R0.03a1) English ~
__ADMINISTRATOR's MAIN MENU 4_status ¥ wizara (11 Advanced » Logout _
e e e e e

@5 sasic seTTng | <& ForwaR)
= : File Downlond

+ System Info

i?
« Firmware Upgrade

Do you want to save this file. or find a program online ta open

—J SMS \'.3-’, TOOLBOX

- Name  ccnfiz bin
+ Backup Setting =2 Type Und File Type, 555 1
+ Reset to Default From 192168123 254
« Reboot [ o ] [

Save

] Ceme ]

+ Miscellaneous

‘whike ez from the Intemet can be uselul, some Hes can potentizlly
harm your compities | you do not trust the source, do not find 2
piogram 1o open this fle o save thiz fle \What's the ik ?

* Reboot

You can backup your settings by clicking the “Backup Setting” button and save it as a bin file.

Once you want to restore these settings, please click Firmware Upgrade button and use the

bin file you saved.



Reset to Default

WiFi HSPAIAD (R0.03a1) Coglish  ~

* System Info. o Toolbox
© Firmwal i Dporade

+ Reboot . 0 Raset all sathngs to factory defaulr?
3 o

Cancel

. Re
-Resettha sattings of is devce 1 the safaun valuss

* Rebool

You can also reset this product to factory default by clicking the Reset to default button.

Reboot

WiFi HSPA IAD (R0.03a1) English

* System Info. o Toolbox

'mmhde

« Backup Senmg .

+ Reset to Detault

a Rabceot right now?
l fez I I Tancel

*« f=boot .

* Miszellan=cus Is device.

-Ragattha satfings of this dewcea 1o e detauli values.,

« Redoot
- Rebaot us deice

You can also reboot this it by clicking the Reboot button.



Miscellaneous

WiFiHSPAIAD (R0.03a1)

2} sasc serims | <A, rorwasomG RuLts &5 stcuany stime S Aovance serTnG | ¢ voce [ sms| Vi !oomox;J'

* Syatem Info J Miscellanaous items LHELP |
+ Firmware Upgrade ttem Setting

eparry » MAC Aderess for Wake-on-LAN | _Wiake up |

* Besetio Defmit + Domain Name orIF acdrass for Fing Test

* Myscelfaneous

Domain Name or IP address for Ping Test
Allow you to configure an IP, and ping the device. You can ping a specific IP to test whether it

is alive.
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